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nf_conntrack - nastavení conntracku na linux
routeru

Conntrack se na routeru používá při zapnutí stavového firewallu nebo při nastavení NATu. Při natování
většího poštu IP adres není často defaultní nastavení conntracku dostatečné a proto je potřeba ho
upravit. V krajním případě jste na neoptimální nastavení dokonce upozorněni hláškou
nf_conntrack: table full, dropping packet v syslogu.

Optimalizaci provádíme změnou hodnot parametrů nf_conntrack_max a conntrack hashsize
reprezentovanou parametrem nf_conntrack_buckets*. Aktuální hodnoty získáte pomocí
příkazů: <code> $ cat /proc/sys/net/netfilter/nf_conntrack_max 65536 $ cat
/proc/sys/net/netfilter/nf_conntrack_buckets 16384 </code> Hodnotu nf_conntrack_max je
vhodné nastavit podle velikosti dostupné operační paměti. nejprve zjistíme velikost
jednoho záznamu v conntrack tabulce: <code> cat /proc/slabinfo slabinfo - version: 2.1 #
name <active_objs> <num_objs> <objsize> <objperslab> <pagesperslab> : tunables
<limit> <batchcount> <sharedfactor> : slabdata <active_slabs> <num_slabs>
<sharedavail> … … nf_conntrack_3 0 0 240 17 1 : tunables 120 60 8 : slabdata 0 0 0
nf_conntrack_2 0 0 240 17 1 : tunables 120 60 8 : slabdata 0 0 0 nf_conntrack_1 0 0 240 17
1 : tunables 120 60 8 : slabdata 0 0 0 nf_conntrack_expect 0 0 184 22 1 : tunables 120 60 8
: slabdata 0 0 0 </code> Hodnota 240 je v mém případě hodnota jednoho záznamu v
tabulce conntrack. Dejme tomu, že můj router má 2GB RAM, pak pro conntrack tabulku
použiju max. 1GB RAM. Použiju vzorec velikost RAM v bytech / 240 = nf_conntrack_max**
(1073741824 / 240 = 4473924,26667) tj. 4473924. Hashsize se potom vypočítá jako
nf_conntrack_max / 8 tj. 4473924 / 8 = 559240

Nastavení nových parametrů pro nf_conntrack

/etc/sysctl.conf

..

..
#ipconntrack
net.ipv4.netfilter.ip_conntrack_max=4473924
net.ipv4.netfilter.ip_conntrack_tcp_timeout_established=7200

a

/etc/modprobe.d/nf_conntrack.conf

options nf_conntrack hashsize=559240

obojí je možné změnit za chodu bez restartu

echo 559240 > /sys/module/nf_conntrack/parameters/hashsize
sysctl -p

https://wiki.spoje.net/doku.php/howto/network/conntrack?do=export_code&codeblock=0
https://wiki.spoje.net/doku.php/howto/network/conntrack?do=export_code&codeblock=1


Last update: 2016/12/05 18:58 howto:network:conntrack https://wiki.spoje.net/doku.php/howto/network/conntrack?rev=1480960706

https://wiki.spoje.net/ Printed on 2026/02/07 12:58

Pokud na routeru mám pouze stavový firewall

V takovém případě je možné conntrack úplně vypnout, zvlášt pokud mám firewall jen na INPUT Do
skriptu pro firewall, volaný přes iptables-restore přidáme následující řádky

*raw
:PREROUTING ACCEPT [0:0]
:OUTPUT ACCEPT [0:0]
-A PREROUTING -d 1.2.3.4/32 -j ACCEPT
-A PREROUTING -d 5.6.7.8/32 -j ACCEPT
-A PREROUTING -j CT --notrack
-A OUTPUT -s 1.2.3.4/32 -j ACCEPT
-A OUTPUT -s 5.6.7.8/32 -j ACCEPT
-A OUTPUT -j CT --notrack
COMMIT

Pravidla s IP adresou je potřeba vyjmenovat pro všechny IP adresy na interfacech routeru.
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